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Anomauia. B cmammi po3ensioaromecs numanHs QopmyeanHs ma 6npo8aod’ceHHs HAYKOBO
00TPYHMOBAHUX NIOX00i8 00 N0OY008uU CKIAOHUX cucmem 3axucmy. Chopmynbosano 20108Hy memy
0y0b-aK0i cucmemu iHopmayilinoi be3neku NIONPUEMCMEa ma HU3KY KIOYOB8UX, HAYKOBO
00TPYHMOBAHUX 3A680AHb, 34 YMOBU BUKOHAHHA AKUX CMAE MONCIUBUM OOCACHEHHS NOCMABIEHUX
yinet. Chopmosano moodenv 83aemo0ii enemenmis iHpopmayiinoi be3neku, saKa iOCMpye, wo
iHhopmayitina be3nexa — ye He i301608aHUL NPOYeC, A OUHAMIYHA 83AEMOOISL MINC MPbOMA SPYNAMU
KoMnoHenmis. Po3pobneno moodenv oyinku mMoxciusux iHgpopmayitiHux pusuxis, saka 6a3yemvcs Ha
NPUHYUNAX YUKTTYHO20 YNPABTIHHSA PUSUKAMU, BUSHAYEHUX Y MIJCHApOOHUXx cmanoapmax. Iloxasano,
wo eghexmugne 3a6e3neyenus iHhopmayitiHoi 6e3neKu YKpaiHcbKux nNiONpUEMCMeE MOXCIUGe Tuuie 3a
YMo8u iHme2payii MIJCHAPOOHUX CMAHOApmMie ma HAYIOHAIbHUX HOPMAMUBI8, HA OCHOSI
3ACMOCYBAHHS KOMNIIIEKCHO20 NIOX00Y 00 AHANI3Y PUBUKIB, WO NOEOHYE AKICHI Ma KIIbKICHI Memoou
IX OYIHIOBAHHSIL.

Knrwowuoei cnosa: cucmema inghopmayitinoi be3nexu, MidCHApOOHi cmarnoapmu, HAYiOHAIbHI
HOPMAamusu, Mooeb 83aemMo0ii, inopMayitina HAOTUHICb, PUBUKL.

Berym.

['onoBHOIO MeTOIO OyAb-AKOi cucTeMu 1H(QOpMaIiitHOi Oe3MeKu MiANPUEMCTBA €
3a0e3nedyeHHss CcTanoro (yHKI[IOHyBaHHS 00’€KTa, 3amoOiraHHs 3arpo3aM #oro
JISTTBHOCTI, 3aXUCT 3aKOHHHMX 1HTEPECIB Bl MPOTUIIPABHUX IMOCATaHb, HEOMYIIICHHS

po3kpagaHHs (IHAHCOBUX PECypCiB, BUTOKY, BTPAaTH, BUKPHUBJICHHS YU 3HUIICHHS
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ciry)00Boi 1H(OpMaIrii, a TakoX CTBOPEHHS YMOB i Oe3nepebiitHoi poOOTH BCiX
CTPYKTYPHUX Mmiapo3autiB [1].

Y cywacHux ymoBax TmioOamizamii Ta 1u@poBoi TpaHchopmalli poJib
iH(popmarliiiHoi Oe3neku HaOyBae CTPATETIYHOTO 3HAYEHHSA. 3pOCTaHHS OOCATIB
oOpoOmoBaHOi Ta mnepefaHoi iHdopMarii, iHTerpamis 1H(QOpMALIHHUX CHUCTEM Y
ro0anbHl Mepexki, a TakoXX 30UIBIIEHHS KUIBKOCTI Ta CKJIATHOCTI Kibep3arpo3
BUMAararmTh BIPOBA/)KEHHS HAYKOBO OOIPYHTOBAaHUX MIAXOAIB 10 NOOYAOBH
KOMITJIEKCHUX CHUCTEM 3aXHCTy. EQEKTUBHICTh TAKMX CUCTEM BU3HAUYAETHCS HE JIUIIC
TeXHIYHUMHU 3ac00amMu, a ¥ HOPMATUBHO-TIPABOBUMH 3acajlaMd, OpraHi3alliiiHUMU
3ax0/1aMH, MATOTOBKOIO IEPCOHAITY Ta MOCTIHHUM MOHITOPUHTOM PU3UKIB [1].

Mixnapoaui crangapty, 3okpema ISO/IEC 27001 Tta pexomenparii NIST
Cybersecurity Framework, a Takox Harionanbni Hopmatusu Ykpainu JJCTY ISO/IEC
27001:2015 CTBOPIOIOTH OCHOBY [IJIi CHCTEMHOTO IMIAXOAY [0 YIPAaBIIHHS
iH(opMariitHOIO Oe3IeKor0, 3a0e3Meuyoun THTErpaIilo MKHAPOJIHOTO JOCBIAY Ta
ajanTalliro 10 crenudiky HallloHaATbHUX YMOB [2].

OcHoBHa YacTHHA.

JlocsirHeHHs 1ieil 3a0e3neueHHs 1H(OpMaliiftHOT O€3MeKn MOXKJIUBE JIUIIE 3a
YMOBU BUKOHAHHS HU3KHU KJIIFOYOBHX 3aBJIaHb, KOXKHE 3 SKMX MA€ BaromMe HayKOBE Ta
MpaKkTUYHE OOTPYHTYBaHHS:

1. Knacugixayis ingpopmayii 3a piguamu 0ocmyny ma GU3HAHEHHs Kamezopiu
cayarcboeoi maemnuyi. Taka knacudikaiiig 3ade3neuye audepeHIiioBaHud MiaXia 10
3aXUCTy JaHMX 3aJieKHO Bia iXHBOI KputuuHocti. Hampukian, ISO/IEC 27001
nependayae BU3HAUCHHs KaTteropid manux: public, internal, confidential, secret Ta
BIIMOBIAHUX PEXUMIB JocTyny. B Ykpaini momiOHuMIl migxia 3akpimjieHO y 3aKoH1
«IIpo indopmaniron» ta JCTY 3396.2-96, mo BU3HAYAIOTH MOPSAJIOK BIHECEHHS
B1JIOMOCTEH /10 KOMEpIIiitHOT TaeMHuIIl [3].

2. Ilpocno3ysanHs ma c80€4aACcHe BUABNEHHA 3a2P03 THPOPMAYIIHUM PeCypCam.
[IporHo3yBaHHS TPYHTYETHCSI Ha aHaIli31 TEHIICHIIA PO3BUTKY KiOEP3TOYMHHOCTI Ta
TexHoJoriyHux BpasnuBoctei. Jlocmimkenas ENISA (2022) moka3yroTh, 10 paHHE

BUSIBJICHHS] aHOMAJIbHOT aKTUBHOCTI 3HUXKY€E pU3HK 1HIHAECHTY Ha 40-60%. Y npakrtuii
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e peanizyerbes uepe3 cucremMu SIEM (Security Information and Event Management)
Ta IHCTPYMEHTH MAIIMHHOT'O HaBYaHHSI JIJIsl TOBEAIHKOBOTO aHaJI3y.

3. Cmeopenus ymos (hyuKkyionysauus iHghopmayitiHux cucmem, siKi MiHIMI3yHOMb
umogipuicms peanizayii 3aepo3s. lle nependayae BIpoBaKEHHS MPUHIUMY «Oe3IeKa
3a MOpoeKkTOM» (security by design), KoM 3aXHCT 3aKjiaJacThCs I€ Ha eTarl
apXITEeKTYPHOTO TJIAaHYBAHHS CUCTEMHU, a HE JI0JJA€ThCS MOCTPAKTYM.

4. Onepamusne peacy8anHs Ha iHYudeHmu iHpopmayitHoi be3nexku. Bxirouae
dbopmyBanas komann CSIRT/CERT, nasBHICTH TUIaHIB pearyBaHHS Ha IHITUACHTH
(Incident Response Plans), TectyBanHs crieHapiiB pearyBaHHs. 3a manumu IBM X-
Force (2023), mianmpuemMcTBa 3 BiANPAlbOBAHUM IUTAHOM pPEaryBaHHS CKOPOYYIOThH
30UTKH BiJ KiOepaTak y cepeiHbomy Ha 58%.

5. Dopmysanus mexauizmie GIOWKOOY8aHHA ma Jjaokanizayii wxoou. Tyt
BOXJIIMBUMU € K TexHi4H1 (backup Ta disaster recovery), Tak i MpaBoBl IHCTPYMEHTH
(cTpaxyBaHHsI KiOEppPHU3HKIB, IOTOBOPHU 3 MpoBaiiepaMu mociayr). Mojiens B3aeMoil

eJleMeHTIB iH(opManiifHoi 6e3neku 300paxeHo Ha puc. 1.
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Puc. 1. Moaeuab B3aeMoii ejieMeHTIB iHpopManiiHoI 0e3nmexu

Mopgens imocTpye, 1o iHpopMalliiiHa 0e3rneka — e He 130Jb0BaHui Tporiec, a

JTUHAMIYHA B3a€MO/IIsI MIXK TPhOMA IPyIiaMi KOMIIOHEHTIB:
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— 00’exTH 3axucty (iHpopMaIliiHi pecypcu, CUCTEMHU, MEPEXi);
— cy0’eKTH 3aXUCTy (aAMIHICTPATOPH, KOPUCTYBAUl, CIy>KOU O€3MeKn);
— TOPYUIHUKU (30BHIIIHI Ta BHYTPIIIHI, YMUCHI Ta BUTIAJIKOBI).
BB  30BHIIIHIX (akTopiB (T€ONONITHUYHI PHU3UKH, EKOHOMIYHI KpH3H,
TEXHOJIOTIYHI 3MIiHM) Ta BHYTpIIIHIX (OpraHizaiiiiHa CTPyKTypa, KBamiQikaiis
nepcoHany, KyJlbTypa 0e3neku) popMye MocTiiiHO 3MiHHE Mojie pu3ukiB. Came ToMy
MOJENb MIIKPECIIOE BAXIUBICTh O€3MIEPEPBHOIO MOHITOPUHTY Ta aJamnTallii 3axo0/iB
3aXUCTY.
Dakmopu ma memoou aHanizy pusuxie. AHani3 pU3UKIB € (yHIAMEHTAIbHOIO
CKJIaJIOBOIO yIpaBJIiHHS 1H(POpMAaIiitHOIO O€3eK0I0, OCKUIBKH J03BOJISE€ BU3HAYUTH
NpIOPUTETH Ta OOTPYHTYBATH JOLLUIBHICTh BIPOBAKEHHS KOHKPETHUX 3aXHUCHUX
3axo/iB. Y cydacHux koHuemrisx kioepzaxucty (ISO/IEC 27005:2022, NIST SP 800-
30 Rev.l) BuAUISIIOTH TpU KITHOYOBI KaTeropii ¢akTopiB, IO BH3HAYaIOTh PIBEHb
pu3uKy [4].
1. 3arpo3u. 3arpo3a — 1ie MOTEeHIIiiiHa 1o/1g a00 Jis, 31aTHA CIPUYMHUTH IIKOTY
1H(}opMaLiitHUM AKTHBaM. Bonan MOIUISIOTHCS 3a MMOXOJUKEHHSIM
(BHYTpILIHI/30BHIIIHI), 32 MOTUBAMH (YMHCHI/BUIIaIKOBI) Ta 32 CKJIaIHICTIO peai3anii
(Bl MpOCTUX TEXHIYHUX 300iB 10 CKIAJHUX [UISCIPIMOBAHUX aTaK):
" IPOCTi 3arpo3W: BHUIIAJIKOBE BHUIAICHHS JaHUX CIIIBPOOITHUKOM, ITOJIOMKA
KOPCTKOTO JIUCKA;

" 3arpo3u CEPeIHbOTO PIBHSA: BIpYCHI 1H(DEKIIIi, (GIIITMHTOBI KaMITaHI1;

= 3arpo3u Bucokoro piBHSA: APT-araku (Advanced Persistent Threats), 1o
nependavyaoTh TPUBATY MPHUCYTHICTH 3JIOBMHCHHUKA B CHCTEMI 3 METOIO
LIIUTYHCTBA YU Ca00Taxy.

Hocmimxennss Verizon Data Breach Investigations Report (2023) moka3sye, 110
74% 1HIMACHTIB TMOB’S3aH1 3 JIOACBKUM (PAKTOPOM, IO MIAKPECIIOE BAKIUBICTH
HaBYaHHS MepcoHamny [5].

2. BpaznuBocTi. BpaznuBocTi — 11e cimabki MicCIif, 10 MOXKYTh OyTH BUKOPHCTaH1
JUTs peanizariii 3arpo3. BoHn MOXyTh MaTH:

» TEXHOJIOTIYHUH XapaKTep: BIJIKPHUTI IMOPTH, BIJACYTHICTH OararodakTopHOI

ISSN 2567-5273 211 www.moderntechno.de



Modern engineering and innovative technologies Issue 41 / Part 1

aBTeHTU(]IKaIli], BAKOPUCTAHHS 3aCTAPUIOTO MIPOTPAMHOTO 3a0€3MEUEHHS;

» opraHizamiiHui Xapaxkrep: BIJICYTHICTh MOJIITHUKU MapoJiB,
HE3a/I0KYMEHTOBaHI MPOLIelypPH PE3EPBHOIO KOIIIOBAHHS.

» KaJpOBHH XapakKTep: HU3bKHUK PIBEHb OOI3HAHOCTI NEPCOHATY, BiJICYTHICTB
KyJIbTYpHU O€3IEKH.

3rigHo 3 ENISA Threat Landscape (2022), 90% ycnimHuX aTak eKCILTyaTyloTh
B1JIOMI, aJie HE 3aKPUT1 BPA3JIUBOCTI [6].

3. Pusuk-¢akrop. Pusuk-aktop BimoOpakae oviKyBaHUN piBEHb 30UTKIB 1
PO3PaxXOBYETHCA y MKHAPOIHIi IpakTuIi 3a GpopMyIioro Pusuk=MoBipHicTh mosiix
Bennuuna 36utky [7]. TyT AIMOBIpHICTH OIIIHIOETHCS HA OCHOBI ICTOPUYHUX JAHUX 1
MPOTHO3HUX MOjeNiel, a BeIu4YuHa 30UTKY — y (IHAHCOBHUX, pEMyTaIliiHUX Ta
ornepanifHuX MOKa3HUKaX.

Mertoau aHalizy pU3UKiB YMOBHO MOJUISIFOTHCS Ha JBI TPYIIH:

a) sIKICHI MeTOu: 0a3yIOThCs Ha EKCIIEPTHUX OIlIHKAX, aHaJl131 CIieHapliB, METOI1
Delphi, SWOT-ananizi. Boun € mBUAKUMH Ta 3pyYHUMH Ha MOYAaTKOBHUX
eTarnax, aje MalTh Cy0’ €KTUBHUN XapakTep;

0) KITBKICHI ~ METOAM:  MependayaroTb  BUKOPUCTAHHA  MAaTEMaTHYHOTO
monenmtoBaHHs (Metoax Monte-Kapio, GailieciBchbkuii aHami3), CTaTUCTUIHUX
JaHUX 1 (opManizoBaHMX KpHUTepiiB. IX TepeBara — BHMCOKA TOYHICTBH i
MOKJIMBICTh TIOPIBHSIHHS aJIbTEPHATUB, aj€ BOHU MOTPEOYIOTh BEIMKOTO
MacHUBY JJaHUX.

MopentoBaHHsI PU3HKIB JI03BOJISIE IPOJYMATH METOJIM 3aXUCTy CUCTEMH IIE Ha
etani ii mpoeKkTyBaHHS. MoJeNoOBaHHSI PU3HMKIB — 1€ HENEepPEepPBHUMN MPOIEC, KU
JOTIOMAarae 3HaXOJUTH Ta 3MEHIIYBAaTH KUIBKICTh 3arpo3 y CHUCTEMI MIISAXOM
NPUIHATTA NeBHUX Aid. [li1 BETMYMHOIO PUBMKY YMOBHO PO3YMIIOTh HACTAHHS
HMOBIPHOCT1 HETaTUBHOI MOJIi 1 po3Mipy 30UTKYy. Y CBOIO 4Uepry mij WMOBIPHICTIO
MO/Ii1 pO3yMIETHCSI HACTaHHS MMOBIPHOCTI peatizallii 3arpo3u iHdopmarliiiHii 6e3mnerr,
a TakOXX BpasznuBOCTEH 1H(GOpMaIIiitHOI Oe3reKku, BUpaKeHl B AKICHIN a00 KUIbKICHIH
dbopmi. YMOBHO 11€ MOKe OYTH BUCIIOBIICHO 32 HABEJICHOIO BUIIIE JIOTTYHOIO (POPMYIIOIO

[7]: Benmuunna pusuky=KmoBipHicTs moaii * Po3mip 30uTky, n1e UMoOBipHICTh MO1i
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= HNmoBipHicTh 3arpo3u * BenmnuuHy Bpa3iarBOCTI. Mopnenb OIlIHIOBAHHS

1H(pOpMaIITHUX PU3UKIB 300paKEHO HA pUC. 2.

MopyLHMK > Mopenb nopyLuHvka, po3pobnseTbCcs 3a y4acTio cnyxbu 6esneku

3arposu » [loBHWUI Nepenik 3arpo3: BUKOPUCTOBYOTLCA TUMOBI i cneundivHi ons
opraHisadii 3arpo3u iHdhopmadinHoi 6e3neku

( OujHKa 3arpo3 ) »| OuiHka MMOBIPHOCTi BUHMKHEHHSI 3arpo3u: PO3POBNSETLCS HA OCHOBI
nepeniky 3arpos i mogersii nopyLuHuKa

L 2
. +| Mepenik BpasnuBocTel CUCTEMM 3aXUCTY: PO3POBNAETLCA aHanNITUYHO 3
Bpasnusocri > . :
BUMKOPUCTaHHSAM iHCTPYMEHTanbHUX AOCHIMKEHb
Cucrtema 3axucty |
iHdbopmaLii d dDaKTUYHWUIA CTaH CUCTEMW 3aXUCTY
@eanlaaull 3arpos —» MoBipHicTb peanisauii 3arposu

IHdbopMmaLivHi

A\ 4

EnekTpoHHi abo nanepoBsi iHhopMaLinHi pecypcu

pecypcu
LliHHicTb > . " . o
7 OuiHka NnoTeHUiNHOro MOXIMBOro 36UTKY B pasi peanisauii 3arposu
( Brpatu MIMOBIpHiCTb MaTepianbHUX BTpaT NPUAMAaETLCA PIBHOK NMOBIPHOCTI
v peanisadii 3arpo3u gk HauripLmm BunNagok
| Brpaty I—> OuiHka pu3uky B iHhOpMaLinHin cuctemi gnsi kateropii iHpopmauii
(BMKOPUCTOBYETHCA B NOAANbLUOMY K OCHOBHUIN KPUTEPIN)
A
| Brpatu 3 MigcymkoBa oLjiHKa puU3unky

Puc. 2. Moaesab OiHIOBAHHA MOKJIUBHUX IHPpOpMaLiHHNX PU3HUKIB

3anponoHOoBaHa MOJIENb I'PYHTYETHCS Ha MPUHIUIIAX IUKIIYHOTO YIPaBIIHHS
pU3MKaMH, BU3HAYeHUX y MiKHapogHux ctanaaprax (ISO/IEC 27005, NIST RMF).
Bona nepeabauae iTepatuBHUM IpoLec, SKU MOXKHA PO3AUIMTH Ha IIICTh eTamiB [8]:

1. Inentudikamis aktusiB. HeoOXiIHO CKIACTH MOBHUI peecTp 1H(OpMaIHHUX
aKTUBIB (JJaHUX, CUCTEM, CEpBICIB) 3 BU3HAUEHHSIM IXHHOI KpUTHYHOCTI. Ha oMy
eTari BUKOPUCTOBYIOTh IHBEHTAPU3AIIII0 Ta KATETOPU3AIIIIO0 JAHUX 3T1THO 3 TIOJITUKOIO
JOCTYITY.

2. Anam3 3arpo3. OIIHIOIOTECS BHYTPIIIHI Ta 30BHIIIHI 3arpo3u 3
BUKOPUCTAHHSIM 0107i0TeKk TunoBux 3arpo3, Hampukiaa, MITRE ATT&CK.
Pe3ynbTaTu aHamizy 103BOJISIIOTh BCTAHOBUTH, SIK1 3aTPO3H € HAHO1IBIIT IMOBIPHUMU Ta

HeOE3IIEUYHNMH.
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3. Ominka Bpa3nuBOCTe. BUKOHYeThCS TECTyBaHHS Ha TNPOHUKHEHHS
(penetration testing), ckaHyBaHHs BpasznuBocTel (vulnerability scanning) Ta ayaur
KOH]ITyparii.

4. KinbKicHa OLIHKA pU3MKy. BU3HA4arOThCsA YMCIIOBI MOKAa3HUKU WMOBIPHOCTI
peaizarlii 3arpo3 Ta po3Mipy MOTeHIINHUX 30uTKIB. MoxiauBe Bukopuctanus CVSS
(Common Vulnerability Scoring System) niist npiopiTu3zarii.

5. Bubip xontp3axoniB. IIpoBonuThCcsi aHami3 CHIBBIIHOLIEHHS BUTpaT Ha
BIIPOBA/HKCHHS 3aXO0JIiB Ta OYIKYBaHOI BUTOJW y BUTJISINI 3HWKCHHS PU3UKY (COst-
benefit analysis). Ha nboMy etami Takox pOpMyIOThCS MIJIaHU pearyBaHHS.

6. MOHITOPUHT Ta OHOBJICHHSI. 3a0€3MEUyEThCSl TOCTIMHE BIJCTEKEHHS CTaHY
Oe3neku, aHali3 1HIUICHTIB 1 Kopekmis momituk. Lle Bimmosimae konmenitii PDCA
(Plan-Do-Check-Act), sika JIE)KUTh B OCHOBI CHCTEM yIIPaBJIiHHS 0€3MEKOI0.

B 3arampHOMy BHINaAKy, MNpeAMETHa 00JAacTh OIIHKM PU3HUKIB O€3IMeKH
iH(popMaliiiHUX cUCTEM MOXKe OyTH MpeNCTaBieHa JiarpaMol0 KJaciB B HOTaIlil

Unified Modeling Language (UML) [9], sik moka3zaHo Ha puc. 3.

@aXMCHi 3axop,vDM>C Hacnigkw ) C}J,)Kepena 3arp03>

»
P
»
)

3ymoBneHi
BuHukaoTb
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YcKknaaHoTb BUKOPUCTaHHSA

( Puaukm }--3)'-“-"-95’-1-%-'--- 3arpoan )—

T
g
5

Y v MpuTamaHHi Y HauineHi

0 02 o auineHi

C YpasnuBocTi ) ------------- »GHd)opmau,MHl cmmem@: =
BI/IKOpMCTOByIOTb

Puc. 3. IlpeameTHa 00,1aCTh OLliIHKH PU3HKIB 0e3NeKn

[Tix pu3ukoM MaeThCs Ha yBa3i pU3UK 1HGOPMAIITHOT O€3MEKH, MO0 SIBJISIE COO0I0
KOMOIHaIliF0 WMOBIPHOCTI BUHMKHEHHS PHU3MKOBOI MOAIl (HampuKiam, peamizaiii
3arpo3u) i 3aBJaHHS TP I[OMY IIIKOJIH.

Pu3uku 3a3BU4aii MOB'SI3yIOTh 3 aKTHBAMH, ITiJT SIKUMU PO3YMIETHCS «III0 HEOYIb,

10 Ma€ IIHHICTB JJIS Opraxi3aiiii i, oTxe, moTpedye 3axucty». B ISO/IEC 27005:2011
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aKTUBM TOAUISIOTHCS HAa TMEPBUHHI Ta BTOpHUHHI. J[0 MEpBUHHUX aKTHUBIB BIIHOCATH
iH(popmariito 1 Oi3HEC-TpolecH, a 0 BTOPUHHUX — TEXHIYHI 3acO0HM, MPOrpamHe
3a0€3MEeUCHHS, MEpeXxy, IepcoHan, Micls (YHKIIOHYBaHHS Ta OpraHizaiiiHy
crpykrypy [10].

Opeanizayiiina nonimuxa 6Oe3nexu. OprasizailiifHa TOJITHKA O€3MEKH — 1€
0a30BHUii JOKYMEHT, kUil OpMye€ «KyIbTypy Oe3MeKku» B oprasizaiii. Ii po3pooOka Ta
BIIPOBA/DKEHHSI MAOTh HAYKOBO-METOJOJIOTIYHY OCHOBY, 3aKpIIJIEHYy Y CTaHAapTax
ISO/IEC 27001 ta NIST SP 800-53 [11].

OcHO6HI CMPYKMYPHI eleMeHmu NOATMUKU.

1. CrpykTypa HIHHOCTI aKTHBIB. Bu3HaueHHS MPIOPUTETHOCTI 3aXHUCTY PI3HUX
akTuBiB. KpUTHYHI aKTMBY MOBUHHI MaTW HaWBHINUNA PIBEHb KOHTPOJIIO JOCTYITYy Ta
MOHITOPHUHTY.

2. Pusuk-npodins opranizaiiii. JIokyMeHTOBaHUH TepeTik HaWiMOBIPHIIIUX Ta
HaWOLIBII IIKIIJIMBUX 3arpo3, aKTyaJIbHUX ISl KOHKPETHOTO IMiANPUEMCTBA.

3. IlpaBuia goctyny Ta KOHTPOJIIO. BHKOpHUCTaHHS NPUHUUNY HAUMEHIIUX
npusineiB (least privilege), 6aratodakTopHoi aBTeHTH(DIKALIT, pO3MEXYBaHHS POJIEH.

4. Tlponenypu pearyBaHHS Ha IHIUACHTH. YiTKI MOKPOKOBI QJITOPUTMH, SK1
JI03BOJISIIOTH IIBUAKO JIOKAJII3yBaTH Ta YCYHYTH HacHiAku 1HUuAEHTy. [lepenbauae
CTBOPEHHS KOMaHM pearyBaHHs Ha iHIMAeHTH (Incident Response Team).

5. HaBuanns mepconHaiy. PerynspHe mpoBefeHHS TPEHIHTIB 3 KiOEpriri€Hw,
MOJICTIOBaHHS (DIITMHTOBUX aTak JJIs IepeBIpKU 0013HAHOCT1 CIiBPOOITHHUKIB.

3a pexomenmamismu NIST CSF, mnonituka mMOBUHHA TMeperyIsAaTUC
HIOHAMEHIIIe pa3 Ha PIK, a TAKOXK MICIS KOXKHOTO CEpHO3HOIO IHUUJAEHTY YU 3MIHU
IT-inppactpykrypu [6].

[Tpuknamy 3 yKpaiHCHKHUX ITiIMTPUEMCTB:

1. @akmopu ma memoou ananizy pusuKie:

Enepreruka. ¥ ITAT «Ykpenepro» y 2021-2022 pp. BIpoBaI>KEHO KOMIUIEKCHHI
aynuT KiOep3axucTy, SIKHA BUSBUB KPUTHUYHI ypa3JIMBOCTI B CHCTEMax YIPaBIIHHS
SCADA. BuxopuctoByBanu KOMOIHOBaHMI METOJl — SIKICHY €KCIIEPTHY OIIIHKY Ta

KUIBKICHE MOJICTIOBAaHHS HACIIJKIB 3a clieHapismu kKioepatak Ttumy BlackEnergy
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(ananoriuno atakam 2015 poky). 3a pe3ynbraramu 0y0 MOJIEPHI30BaHO MI>KMEPEKEBI
€KpaHW, BIPOBAXKEHO CETMEHTAIII0 Mepex Ta OOOB’S3KOBY OaraTo(pakToOpHY
aBTCHTHU(IKAIIIIO JJIsSI OTIePaTOPiB.

®inancu. [IpuBarbank y 2022 poiii noCHJIMB NOMITUKY 1H(MOpMAIITHOT Oe3eKu
MICS 3pOCTaHHS KUIBKOCT1 (DIIIMHTOBMX aTak Ha KIEHTIB. JlJig OIIHKM pPU3UKIB
BukopuctoByBanu CVSS st BpaznmuBocTel y MOOLTBHOMY J0JATKY, a TAKOX METOJ
MonTte-Kapno nns oimiHku (hiHAaHCOBUX HACIIJIKIB MAacOBHUX (DIIIMHTOBUX KaMIMaHiM.
[le n03BOMMIIO OOTPYHTYBATH 1HBECTHUIII] Y BIIPOBAKEHHS aHTU(IIIMHTOBOTO ITIO3Y
Ta PO3LIUPEHHS MPOrpPaMy HaBYaHHS KOPUCTYBAUiB.

Hepxcektop. MinictepctBo 1mudpoBoi Tpanchopmarii Ykpainu y 2022 pori
3actocyBaio meroauky ISO/IEC 27005 ansa ananizy pusukiB y npoekTi «is». bymo
BUSBJICHO, 1110 HAMOUIBIN IMOBIpHMMHU 3arpo3amu € DDoS-aTtaku Ta ekcruryartarfis
BpazMBOCTel BeOcepBiciB. B pesynbrari BOpoBakeHO a0jaTkoBl cucteMu WAF
(Web Application Firewall) Ta mepexeBe pe3epByBanus [12].

2. Mooenw ouinrosannus ingpopmayintnux pusuKie:

Enepreruka. AT «ITEK Enepro» iHTerpyBaio Mojaeilb yHpPaBIIHHS pPU3HKAMU,
cymicHy 3 NIST RMF, y cucremy MOHITOpUHTY BUpOOHMYUX IpolLieciB. Lle n1o3Bommino
3MEHIIIMTH Yac PearyBaHHs HA HIIMICHTH B MEPEKaxX KPUTUIHOI 1HDPACTPYKTYpH 3 6
10 2 TOJIHH.

Oinancu. Hamionansuuit 6ank Ykpainum (HBY) BmpoBamuB y 2022 pomi
OIIIHIOBAaHHS pU3HKIB OaHKIBChKOI IT-1HPpacTpyKkTypu Ha OCHOBI ITEpaTUBHOI MOJIEI.
[IloxBapTanbHuil aHaNi3 3 ypaXyBaHHSIM HOBHUX JAaHMUX (BKJIIOYAIOYU KiOEpaTaku Ha
O0anku B €C) naB 3MOry CKOPOTUTH WMOBIPHICTH IHIIMACHTIB KJIacy ransomware Ha
35%.

Hepxcekrop. Y JlepxkaBHiil moJaTKOBIN CIy:k01 MOJIEIb OILIHIOBAaHHS PU3HKIB
3aCTOCOBYIOTH JJIsi aBTOMAaTHM30BaHUX 1H(OPMALIWHUX CHUCTEM OOJIKY IUIATHUKIB
mojaTkiB. MOHITOPHHT 1 OHOBJICHHS IIOJITUK 3JIMCHIOIOTHCS IIOMICSYHO, 3
ypaxyBaHHSIM HOBHX THIIIB 3arpo3, BusBiieHnx ChbY Ta Jlepkcnen3s’a3ky.

3. Opeanizayinina noaimuka d6e3nexu.

Enepreruka. YKprigpoeHepro NpuifHsJIO OHOBJIEHY MOJITHKY Oe3neku y 2023
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poii, 1€ BOpOBa/KeHO mpuHIMn least privilege, 000B’s3k0Be MU pYyBaHHS
KOH(1ICHIITHUX JaHUX Ta PErjaMEHTOBaHY IMPOIIENypy pearyBaHHS Ha THIUJCHTH 3
YITKUM PO3IOILIIOM POJICH.

®dinancu. Onraa0aHk BIPOBAIWB IICHTPATI30BaHy CUCTEMY KOHTPOJIIO JOCTYIY
Ha 0Oa3li Zero Trust Architecture, ge KoXeH 3amuT 1O pecypcy MepeBipsIeThbCs
HEe3aJIeKHO B1J] TOMIEPEAHIX CEaHCIB.

Hepxcektop. Y Jlep:kaBHOMY MiAMPUEMCTBI «Y KPAiHChKI CIIELIaJIbHI CUCTEMUY
noyiThka Oe3MeKd BKIOYae OO0OB’SI3KOBE IMIOpIYHE HABYAHHS IMEPCOHATY 3
MOJICTIOBAaHHSM PEaNbHUX CIleHapiiB aTak. lle M03BOJIMIO MiJBUIIMTH OOI3HAHICTH
cniBpoOITHHUKIB Ha 65% 3a TaHUMU BHYTPIIIHIX TECTIB.

BucHoBku:

[IpoBenene  mociimpkeHHS  3acBiguye, 1m0 edeKTUBHE  3a0e3NeueHHs
iHopMaliitHOT Oe3meku YKpaiHChKUX TMIIMPUEMCTB MOXIIHMBE JIUIIE 32 YMOBH
1HTerpanii MibkHapoHux cranaaptis, Takux sk ISO/IEC 27001, NIST Cybersecurity
Framework, Ta namioHaibHux HopMatuBiB, 30kpema JICTY ISO/IEC 27005.
3acToCyBaHHsSI KOMIUIEKCHOTO MiXOAY AO aHall3y PU3MKIB, IO MOEAHYE SIKICHI Ta
KUIbKICHI METOJIM OIIIHIOBaHHSI, JO3BOJISIE CBOE€YACHO 1A€HTU(IKYBATU 3arposu,
BU3HAYATH iXHIO WMOBIPHICTh Ta MPOTHO3YBATH MOKJIMBI HACHIIKH. BukopucranHs
ITEpaTUBHUX MOJIENICH YIpaBIiHHSA pU3UKaMHU 3a0e3leduye aIanTHBHICTh CHCTEM
O€3IeKr 0 3MiH Yy 3arpo30BOMY CEpPEIOBUIII Ta JI03BOJISIE TIABUIIUTH ¢(PEKTHBHICTh
3aXMCTy KpUTUYHUX aKTUBIB. JIOCBIZ yKpaiHChKMX MIANPUEMCTB Yy cdepax
€HEpreTuky, (piHAHCIB Ta JEP’KaBHOIO CEKTOPY JAEMOHCTPYE, IO BIPOBAIKEHHS
OpraHizamiiiHoi MOMITUKU O€3MeKu SAK CTPATETIYHOrO JOKYMEHTa, JOMOBHEHOI
CyYaCHUMH TEXHIYHMMH PIMICHHSAMHU Ta PETYISIPHUM HABYAHHIM IEPCOHATY, 3HAYHO
3MEHIIy€ BPa3jiUBICTh CHUCTEM 1 MIJBUILYE PIBEHb NOTOBHOCTI O pearyBaHHs Ha
IHUMAEHTH. Y pe3yibTaTi MOE€IHAHHS HOPMAaTHBHO-IIPAaBOBUX, OpraHi3alliHHX Ta
TEXHIUHUX 3aX0J1B (OPMY€ThCA IIUIICHA CHCTEMa 3aXUCTy, 3[JaTHA MPOTHUCTOATH K
TpaAUWIIfHUM, Tak 1 HOBITHIM Kibep3arpo3am, II0 OCOOJMBO BaXKIMBO B YMOBax

MIJIBUIIICHOTO PU3UKY Ta TJI00abHOT IudpoBi3aiiii.
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Abstract. The article considers the issues of forming and implementing scientifically based
approaches to building complex protection systems. The main goal of any enterprise information
security system and a number of key, scientifically based tasks are formulated, provided that the
achievement of the set goals becomes possible. A model of interaction of information security
elements is formed, which illustrates that information security is not an isolated process, but a
dynamic interaction between three groups of components. A model of assessing possible information
risks is developed, which is based on the principles of cyclical risk management defined in
international standards. It is shown that effective provision of information security of Ukrainian
enterprises is possible only if international standards and national regulations are integrated, based
on the application of a comprehensive approach to risk analysis, combining qualitative and
quantitative methods of their assessment.

Keywords: information security system, international standards, national regulations,
interaction model, Information reliability, risks.

CrarTio Hanicnano: 24.10.2024 p.
© Anb-Ammopi Amni, suenko I[1.B., Knouan A.€., Tymanosa [.B., Omiitauk B.JI.

ISSN 2567-5273 218 www.moderntechno.de


http://iqusion.com/ua/sistemi-zakhistu-informatsiji

